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1
Decision/action requested

This contribution provides references to the test data for the 5G security algorithms.
2
References

None
3
Rationale

This contribution provides references to the test data for all the algorithms that will be used in 5G.
4
Detailed proposal

It is proposed that SA3 agree the below pCR for inclusion in TS 33.501.
***** START OF CHANGES *****
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***** NEXT CHANGE *****
D.X
Test Data for the security algorithms

D.X.1
General
Annex D.X contains references to the test data for each of the specified algorithms.
D.X.2
128-NEA1

For 128-NEA1 is the test data for UEA2 in TS 35.217 [aa] can be reused directly as there is an exact, one-to-one mapping between UEA2 inputs and 128-NEA1 inputs.
D.X.3
128-NIA1

For 128-NIA1 is the test data for 128-EIA1 in subclause
 C.4 of TS 33.401 [10] can be reused directly as there is an exact, one-to-one mapping between 128-EIA1 inputs and 128-NIA1 inputs.
D.X.4
128-NEA2

For 128-NEA2 is the test data for 128-EEA2 in subclause C.1 of TS 33.401 [10] can be reused directly as there is an exact, one-to-one mapping between 128-EEA2 inputs and 128-NEA2 inputs.
D.X.5
128-NIA2
For 128-NIA2 is the test data for 128-EIA2 in subclause C.2 of TS 33.401 [10] can be reused directly as there is an exact, one-to-one mapping between 128-EIA2 inputs and 128-NIA2 inputs.
D.X.6
128-NEA3

For 128-NEA3 is the test data for 128-EEA3 in TS 35.223 [bb] can be reused directly as there is an exact, one-to-one mapping between 128-EEA3 inputs and 128-NEA3 inputs.
D.X.7
128-NIA3

For 128-NIA3 is the test data for 128-EIA3 in TS 35.223 [bb] can be reused directly as there is an exact, one-to-one mapping between 128-EIA3 inputs and 128-NIA3 inputs.
***** END OF CHANGES *****
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